Changing Adobe Flash Player Security Settings for Headstart2

Note: In order to run the stand-alone Headstart2, you will need to adjust the settings of your computer’s Flash player. This requires a connection
to the Internet since access to Adobe’s commercial web site is required. The instructions below will guide you through this process.

1. When the Headstart2 course from start.html in the HS2 stand-alone version is launched for the first time, a dialog box will appear (see
screenshot below). Close the dialog box by clicking either “OK” or “Settings...”
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Adobe Flash Player has stopped a potentially unsafe operation.

The following local application on your computer or network:
FE l\ C:\Headstart'spanish_headstart2\course'ths_framework.swf
is trying to communicate with this Internet-enabled location:
C:\Headstart\spanish_headstart2\course\index. html?spanish

To let this application communicate with the Internet, dick Settings.
‘You must restart the application after changing your settings.
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2. Right-click anywhere in the HS2 browser window and select “Global Settings” from the menu (below).
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3. The Adobe Flash Settings Manger panel will open. Select the “Advanced” tab in the panel.
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Local Storage Settings

Local storage may be used by websites to save data about this computer's use
of Flash Player, such as viewing history, game progress, saved work,
preferences, aor data that identifies this computer.

Learn more about privacy controls

@) Allow sites to save information on this computer

() Ask me before allowing new sites to save information on this computer

(7 Blodk all sites from storing information on this computer

Local Storage Settings by Site... | | Delete All..

Private Browsing

You may want to browse temporarily without saving local storage or history.

Learn more about private browsing
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4. Select the “Trusted Location Settings...” button in the “Advanced” tab.
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Browsing Data and Settings &l

Delete all local storage, saved choices, settings, and Delete Al
other data used by content in Flash Player across all

browsers on this computer.

Updates

Flash Player can automatically check for updates to help protect your computer, E
Mot updating may leave this computer vulnerable to security threats.

(@ Chedk for updates automatically (recommended)
() Mever check for updates {not recommended)

Check Mow | ActiveX Version: 10.3.181.34
Plug-in Version: 10.3.181.34

Developer Tools

Specify trusted locations for developer testing.

Trusted Location Settings...
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5. The “Trusted Location Settings” panel open. Select the “Add” button in the panel to designate the location of content from trusted sites.
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For security, Flash Player blocks content from accessing both files on this
computer and the Internet. Developers can add exceptions below for trusted
content.

Trusted File or Folder Location

m
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6. The “Add Site” panel will open. Designate the folder containing the Headstart2 materials as a location containing trusted content. You can
now either “Add folder...” to browse for the location or enter the path to this folder directly.
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7. Here is the one example. If the Headstart2 Stand-alone version is in C:\Headstart, then type this location into the empty field and select
“Confirm.”
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9. The trusted location is now set up. Close all open panels. Close the browser window as well.
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For security, Flash Player blocks content from accessing both files on this
computer and the Internet. Developers can add exceptions below for trusted
content.

Learn more about Trusted Locations

Folder Location

(‘ C:\Headstart
Ty
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10. Open start.html again and the Log-In page will appear.
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HEADSTARTZ LOG-IN

Email

Password

Log-in
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